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DEVELOPMENT OR PRODUCTION OF WEAPONS OF MASS DESTRUCTION, THE DEVELOPMENT OR
PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT RELATED
TO ANY NUCLEAR EXPLOSIVE OR UNSAFE NUCLEAR FUEL-CYCLE, OR IN SUPPORT OF HUMAN
RIGHTS ABUSES.

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE APPLICABLE LAW, THE LATER
PREVAILS.
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Update Firmware

For better user experience, we recommend you to update your device to the latest firmware asap.

Please get the latest firmware package from the official website or the local technical expert. For
more information, please visit the official website: https://www.hikvision.com/en/support/

download/firmware/ .
For the upgrading settings, refer to Upgrade .
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Safety Instruction

These instructions are intended to ensure that user can use the product correctly to avoid danger
or property loss.

Laws and Regulations

The device should be used in compliance with local laws, electrical safety regulations, and fire
prevention regulations.

Electricity

In the use of the product, you must be in strict compliance with the electrical safety regulations
of the nation and region.

The equipment shall not be exposed to dripping or splashing and that no objects filled with
liquids, such as vases, shall be placed on the equipment.

Provide a surge suppressor at the inlet opening of the equipment under special conditions such
as the mountain top, iron tower, and forest.

CAUTION: To reduce the risk of fire, replace only with the same type and rating of fuse.

The equipment must be connected to an earthed mains socket-outlet.

An appropriate readily accessible disconnect device shall be incorporated external to the
equipment.

An appropriate overcurrent protective device shall be incorporated external to the equipment,
not exceeding the specification of the building.

An all-pole mains switch shall be incorporated in the electrical installation of the building.
Ensure correct wiring of the terminals for connection to an AC mains supply.

The equipment has been designed, when required, modified for connection to an IT power
distribution system.

Battery

Do not ingest battery. Chemical burn hazard!

This product contains a coin/button cell battery. If the coin/button cell battery is swallowed, it
can cause severe internal burns in just 2 hours and can lead to death.

Keep new and used batteries away from children.

If the battery compartment does not close securely, stop using the product and keep it away
from children.

If you think batteries might have been swallowed or placed inside any part of the body, seek
immediate medical attention.

CAUTION: Risk of explosion if the battery is replaced by an incorrect type. Dispose of used
batteries according to the instructions.

ATTENTION: IL Y A RISQUE D'EXPLOSION S| LA BATTERIE EST REMPLACEE PAR UNE BATTERIE DE
TYPE INCORRECT. METTRE AU REBUT LES BATTERIES USAGEES CONFORMEMENT AUX
INSTRUCTIONS.
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White Light llluminator (If supported)

 Possibly hazardous optical radiation emitted from this product.

- DO NOT stare at operating light source. May be harmful to the eyes.

» Wear appropriate eye protection or DO NOT turn on the white light when you assemble, install
or maintain the camera.

Transportation

» Keep the device in original or similar packaging while transporting it.

System Security

« The installer and user are responsible for password and security configuration.

Maintenance

+ If the product does not work properly, please contact your dealer or the nearest service center.

« We shall not assume any responsibility for problems caused by unauthorized repair or
maintenance.

+ Afew device components (e.g., electrolytic capacitor) require regular replacement. The average
lifespan varies, so periodic checking is recommended. Contact your dealer for details.

Cleaning

+ Please use a soft and dry cloth when clean inside and outside surfaces of the product cover. Do
not use alkaline detergents.

Using Environment

« When any laser equipment is in use, make sure that the device lens is not exposed to the laser
beam, or it may burn out.

« DO NOT expose the device to high electromagnetic radiation or dusty environments.

« For indoor-only device, place it in a dry and well-ventilated environment.

« DO NOT aim the lens at the sun or any other bright light.

« Make sure the running environment meets the requirement of the device. The operating
temperature shall be -30 °C to 60 °C (-22 °F to 140 °F), and the operating humidity shall be 95%
or less (no condensing).

« DO NOT place the camera in extremely hot, cold, dusty or damp locations, and do not expose it
to high electromagnetic radiation.

Emergency

. If smoke, odor, or noise arises from the device, immediately turn off the power, unplug the
power cable, and contact the service center.
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Time Synchronization

+ Set up device time manually for the first time access if the local time is not synchronized with

that of the network. Visit the device via Web browse/client software and go to time settings
interface.

Reflection

« Make sure that no reflective surface is too close to the device lens. The IR light from the device
may reflect back into the lens causing reflection.
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Chapter 1 System Requirement

Your computer should meet the requirements for proper visiting and operating the product.

Operating System Microsoft Windows XP SP1 and above version
CPU 2.0 GHz or higher

RAM 1G or higher

Display 1024x768 resolution or higher

Web Browser For the details, see Plug-in Installation
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2.3.3 lllegal Login Lock

It helps to improve the security when accessing the device via Internet.
Go to Configuration = System > Security - Security Service , and enable Enable lllegal Login
Lock. lllegal Login Attempts and Locking Duration are configurable.
lllegal Login Attempts

When your login attempts with the wrong password reach the set times, the device is locked.
Locking Duration

The device releases the lock after the setting duration.
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MJPEG

Motion JPEG (M-JPEG or MIPEG) is a video compression format in which intraframe coding
technology is used. Images in a MJPEG format is compressed as individual JPEG images.

Profile

This function means that under the same bitrate, the more complex the profile is, the higher the
quality of the image is, and the requirement for network bandwidth is also higher.

4.1.8 Smoothing

It refers to the smoothness of the stream. The higher value of the smoothing is, the better fluency
of the stream will be, though, the video quality may not be so satisfactory. The lower value of the
smoothing is, the higher quality of the stream will be, though it may appear not fluent.

4.2 ROI

ROI (Region of Interest) encoding helps to discriminate the ROl and background information in
video compression. The technology assighs more encoding resource to the region of interest, thus
to increase the quality of the ROl whereas the background information is less focused.

4.2.1 Set ROI

ROI (Region of Interest) encoding helps to assignh more encoding resource to the region of interest,
thus to increase the quality of the ROl whereas the background information is less focused.

Before You Start
Please check the video coding type. ROl is supported when the video coding type is H.264 or H.
265.

Steps

1. Go to Configuration - Video/Audio - ROI .

2. Check Enable.

3. Select Stream Type.

4. Select Region No. in Fixed Region to draw ROI region.
1) Click Draw Area.
2) Click and drag the mouse on the view screen to draw the fixed region.
3) Click Stop Drawing.
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4.8 Set Privacy Mask

The function blocks certain areas in the live view to protect privacy. No matter how the device
moves, the blocked scene will never be seen.

Steps

1. Go to privacy mask setting page: Configuration - Image = Privacy Mask .
2. Check Enable Privacy Mask.

3. Click Draw Area. Drag the mouse in the live view to draw a closed area.

Drag the corners of the area  Adjust the size of the area.

Drag the area Adjust the position of the area.
Click Clear All Clear all the areas you set.

4. Click Stop Drawing.

5. Click Save.

4.9 Overlay Picture

Overlay a customized picture on live view.

Before You Start
The picture to overlay has to be in BMP format with 24-bit, and the maximum picture size is 128 x
128 pixel.

Steps
1. Go to picture overlay setting page: Configuration - Image - Picture Overlay .
2. Click Browse to select a picture, and click Upload.
The picture with a red rectangle will appear in live view after successfully uploading.
3. Check Enable Picture Overlay.
4. Drag the picture to adjust its position.
5. Click Save.

4.10 Set Target Cropping

You can crop the image, transmit and save only the images of the target area to save transmission
bandwidth and storage.

Steps
1. Go to Configuration - Video/Audio => Target Cropping .
2. Check Enable Target Cropping and set Third Stream as the Stream Type.
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Chapter 6 Event and Alarm

This part introduces the configuration of events. The device takes certain response to triggered
alarm.

6.1 Basic Event

6.1.1 Set Motion Detection

It helps to detect the moving objects in the detection region and trigger the linkage actions.

Steps

1. Go to Configuration - Event - Basic Event -> Motion Detection .

2. Check Enable Motion Detection.

3. Optional: Highlight to display the moving object in the image in green.

1) Check Enable Dynamic Analysis for Motion.
2) Go to Configuration - Local .
3) Set Rules to Enable.

4. Select Configuration Mode, and set rule region and rule parameters.

- For the information about normal mode, see Normal Mode .
- For the information about expert mode, see Expert Mode .

5. Set the arming schedule and linkage methods. For the information about arming schedule
settings, see Set Arming Schedule . For the information about linkage methods, see Linkage
Method Settings .

6. Click Save.

Expert Mode

You can configure different motion detection parameters for day and night according to the actual
needs.

Steps
1. Select Expert Mode in Configuration.
2. Set parameters of expert mode.

Scheduled Image Settings
OFF
Image switch is disabled.
Auto-Switch

37






Network Camera User Manual

. Set the sensitivity of normal mode. The higher the value of sensitivity is, the more sensitive the
motion detection is. If the sensitivity is set to 0, motion detection and dynamic analysis do not
take effect.

. Set Detection Target. Human and vehicle are available. If the detection target is not selected, all
the detected targets will be reported, including the human and vehicle.

. Click Draw Area. Click and drag the mouse on the live video, and then release the mouse to
finish drawing one area.

Stop Drawing Stop drawing one area.

Clear All Clear all the areas.
. Optional: You can set the parameters of multiple areas by repeating the above steps.

6.1.2 Set Video Tampering Alarm

When the configured area is covered and cannot be monitored normally, the alarm is triggered and

the device takes certain alarm response actions.

Steps

1. Go to Configuration = Event -> Basic Event - Video Tampering .

2. Check Enable.

3, Set the Sensitivity. The higher the value is, the easier to detect the area covering.

4. Click Draw Area and drag the mouse in the live view to draw the area.

Stop Drawing Finish drawing.

Clear All Delete all the drawn areas.
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3. Refer to Set Arming Schedule for setting scheduled time. Refer to Linkage Method Settings for
setting linkage method.
4. Click Save.

6.1.4 Set Exception Alarm

Exception such as network disconnection can trigger the device to take corresponding action.

Steps
1. Go to Configuration - Event - Basic Event - Exception .
2. Select Exception Type.

HDD Full The HDD storage is full.
HDD Error Error occurs in HDD.
Network Disconnected The device is offline.

IP Address Conflicted The IP address of current device is same as that of other device in
the network.

lllegal Login Incorrect user name or password is entered.
Voltage Instable The power supply voltage is fluctuating.

3. Refer to Linkage Method Settings for setting linkage method.

4, Click Save.

6.1.5 Set Alarm Input

Alarm signal from the external device triggers the corresponding actions of the current device.

Before You Start
Make sure the external alarm device is connected. See Quick Start Guide for cable connection.

Steps

1. Go to Configuration - Event -> Basic Event -> Alarm Input .

2. Check Enable Alarm Input Handling.

3. Select Alarm Input NO. and Alarm Type from the dropdown list. Edit the Alarm Name.

4. Refer to Set Arming Schedule for setting scheduled time. Refer to Linkage Method Settings for
setting linkage method.

. Click Copy to... to copy the settings to other alarm input channels.

6. Click Save.

(S,
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2) Go to Configuration - Local , set Rules to Enable.

4. Set Sensitivity. The lower the sensitivity is, the profile of the face or unclear face is more difficult
to detect.

5. Set the arming schedule and linkage methods. For the information about arming schedule
settings, see Set Arming Schedule . For the information about linkage methods, see Linkage
Method Settings .

6. Click Save.

6.2.5 Set Video Loss

This function can detect the video signal loss in time and trigger the linkage action.

Steps

1. Go to Configuration - Event - Basic Event - Video Loss .

2. Check Enable.

3. Refer to Set Arming Schedule for setting scheduled time. Refer to Linkage Method Settings for
setting linkage method.

4. Click Save.

6.2.6 Set Intrusion Detection

It is used to detect objects entering and loitering in a pre-defined virtual region. If it occurs, the
device can take linkage actions.

Steps

1. Go to Configuration = Event - Smart Event - Intrusion Detection .
2. Check Enable.

3. Select a Region. For the detection region settings, refer to Draw Area .
4. Set rules.

Sensitivity Sensitivity stands for the percentage of the body part of an acceptable target
that enters the pre-defined region. Sensitivity = 100 - S1/ST x 100. S1 stands
for the target body part that goes across the pre-defined region. ST stands for
the complete target body. The higher the value of sensitivity is, the more
easily the alarm can be triggered.

Threshold Threshold stands for the threshold for the time of the object loitering in the
region. If the time that one object stays exceeds the threshold, the alarm is
triggered. The larger the value of the threshold is, the longer the alarm
triggering time is.

Detection Human and vehicle are available. If the detection target is not selected, all the
Target detected targets will be reported, including the human and vehicle.
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6.2.13 Set Size Filter

This part introduces the setting of size filter. Only the target whose size is between the minimum
value and maximum value is detected and triggers alarm.

Steps

1. Click Max. Size, and drag the mouse in the live view to draw the maximum target size.
2. Click Min. Size, and drag the mouse in the live view to draw the minimum target size.
3. Click Save.
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7.6 Access to Device via Domain Name

You can use the Dynamic DNS (DDNS) for network access. The dynamic IP address of the device can
be mapped to a domain name resolution server to realize the network access via domain name.

Before You Start
Registration on the DDNS server is required before configuring the DDNS settings of the device.

Steps

1. Refer to TCP/IP to set DNS parameters.

2. Go to the DDNS settings page: Configuration > Network -> Basic Settings > DDNS .
3. Check Enable DDNS and select DDNS type.

DynDNS
Dynamic DNS server is used for domain name resolution.
NO-IP

NO-IP server is used for domain name resolution.
4. Input the domain name information, and click Save.
5. Check the device ports and complete port mapping. Refer to Port to check the device port, and
refer to Port Mapping for port mapping settings.
6. Access the device.

By Browsers Enter the domain name in the browser address bar to access the device.

By Client Software Add domain name to the client software. Refer to the client manual for
specific adding methods.

7.7 Access to Device via PPPoE Dial Up Connection

This device supports the PPPoE auto dial-up function. The device gets a public IP address by ADSL
dial-up after the device is connected to a modem. You need to configure the PPPoE parameters of
the device.

Steps

1. Go to Configuration - Network = Basic Settings > PPPoE .
2. Check Enable PPPoE.

3. Set the PPPoE parameters.

Dynamic IP

After successful dial-up, the dynamic IP address of the WAN is displayed.
User Name

User name for dial-up network access.
Password

Password for dial-up network access.
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Manual Alarm

You can trigger an alarm output manually.

Steps

1. Set the manual alarm parameters.
Alarm Qutput No.

Select the alarm output No. according to the alarm interface connected to the external alarm
device.

Alarm Name
Edit a name for the alarm output.
Delay

Select Manual.
2. Click Manual Alarm to enable manual alarm output.

3. Optional: Click Clear Alarm to disable manual alarm output.

Automatic Alarm

Set the automatic alarm parameters, then the device triggers an alarm output automatically in the
set arming schedule.

Steps
1. Set automatic alarm parameters.
Alarm Output No.

Select the alarm output No. according to the alarm interface connected to the external alarm
device.

Alarm Name
Custom a hame for the alarm output.
Delay

It refers to the time duration that the alarm output remains after an alarm occurs.
2. Set the alarming schedule. For the information about the settings, see Set Arming Schedule .
3. Click Copy to... to copy the parameters to other alarm output channels.
4, Click Save.

8.2.2 FTP/NAS/Memory Card Uploading

If you have enabled and configured the FTP/NAS/memory card uploading, the device sends the
alarm information to the FTP server, network attached storage and memory card when an alarm is
triggered.
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Chapter 9 System and Security

It introduces system maintenance, system settings and security management, and explains how to
configure relevant parameters.

9.1 View Device Information

You can view device information, such as Device No., Model, Serial No. and Firmware Version.

Enter Configuration = System => System Settings - Basic Information to view the device
information.

9.2 Search and Manage Log

Log helps locate and troubleshoot problems.

Steps

1. Go to Configuration - System - Maintenance - Log .

2. Set search conditions Major Type, Minor Type, Start Time, and End Time.
3. Click Search.

The matched log files will be displayed on the log list.
4. Optional: Click Export to save the log files in your computer.

9.3 Simultaneous Login
The administrator can set the maximum number of users logging into the system through web
browser simultaneously.

Go to Configuration - System -> User Management , click General and set Simultaneous Login.

9.4 Import and Export Configuration File

It helps speed up batch configuration on other devices with the same parameters.

Enter Configuration - System > Maintenance -> Upgrade & Maintenance . Choose device
parameters that need to be imported or exported and follow the instructions on the interface to
import or export configuration file.
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Smart supplement light avoids over exposure when the supplement light is on.
Supplement Light Mode
When the device supports supplement light, you can select supplement light mode.
IR Mode
IR light is enabled.
White Light Mode
White light is enabled.
Mix Mode
Both IR light and white light are enabled.
Ooff
Supplement light is disabled.
Brightness Adjustment Mode
Auto
The brightness adjusts according to the actual environment automatically.
Manual

You can drag the slider or set value to adjust the brightness.

9.16.2 Heater

You can enable heater to remove fog around the lens of the device.

Go to Configuration = System => System Settings > External Device and select the mode as
required.

9.17 Security

You can improve system security by setting security parameters.

9.17.1 Authentication

You can improve network access security by setting RTSP and WEB authentication.

Go to Configuration = System = Security - Authentication to choose authentication protocol
and method according to your needs.

RTSP Authentication

Digest and digest/basic are supported, which means authentication information is needed when
RTSP request is sent to the device. If you select digest/basic, it means the device supports
digest or basic authentication. If you select digest, the device only supports digest
authentication.
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Sensitivity It stands for the percentage of the body part of an acceptable target that is
tracked. Sensitivity = 100 - S1/ST x 100. S1 stands for the target body part that
enters the pre-defined area. ST stands for the complete target body. The
higher the value of sensitivity is, the more easily the target can be tracked.

8. Click Save.
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